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Abstract. The paper introduces a monitoring system for the health structure of rail-tracks. The
slab track system is highly demanded due to its quality for safety measures and highly
sustainable quality for high-speed railway infrastructure, particularly in India for the Bullet-
train project. Previously, the system used to monitor the health of slab-tracks was costly and
not done regularly, but the evolution of digitalization and wireless sensor networks is doing
tremendous work for monitoring the health of infrastructure and other activities. In rail-track
systems, wireless sensors can provide us with information, detection, and prediction of the
health-infrastructure of rail-tracks. An efficient design for communication systems is needed
for such safety-critical railway tracks. The paper proposes an accurate and efficient design for
communication.
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1. Introduction
The Fast-track project, financed by the European Regional Development Fund program, aims to create
a new slab-track framework for bullet-trains that is financially and environmentally sound. A constant
real-time monitoring system is crucial for the success of the project. Three primary demonstrators
have been used to validate the framework: a real slab-track research center demonstrator, a real slab-
track demonstrator in Valencia (Spain) to study a ballast slab-track transition zone, and a trial of the
data muling communication architecture. The first trial was conducted at the CEDEX research center
in Madrid. The second trial was conducted on a section of railroad in Valencia that has a transition
zone between slab-tracks and a ballast track. The third test was completed on a straight road in Malaga.
To the author's knowledge, there are no projects for slab-tracks that include wireless sensor networks
(WSNs) as part of the infrastructure [1]. The focus of this paper is on railway infrastructure, as India is
now working on high-speed trains, Bullet trains, and due to their high-speed, there should be
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monitoring of rail-tracks as India has a large number of passengers on a daily basis. In India,
initiatives have been taken by the government, such as Digital India, and with the help of WSNs, it is
called smart infrastructure. Nowadays, slab-tracks are being replaced from traditionally used ballasted
track for railways due to their qualities over ballasted such as low whole-life cost, long-life design,
very-low maintenance required, high-speed operation, and vibrational performance. With the help of
WSNs, it is installed with or along with slab-track which will reduce the installation process and will
provide us with real-time data with accuracy. With the help of this data, after analysis, we can detect
faults and prevent any failures. A slab-track demonstrator in CEDEX is shown in Figure 1. The
architecture that is being discussed in this study primarily focuses on railroad infrastructure that uses
slab track.

Figure 1. Slab track demonstrator in CEDEX.

2. Related work
This paper mainly aims at the superior ideology of using wireless sensor networks to reduce the cost
of monitoring rail-tracks [2]. Wired devices are highly reliable but too costly as compared to wireless
systems. By using a tree-type structure or hierarchical system, the efficiency and reliability of the
system will be increased to its maximum level. The use of wireless sensors to remove duplicate paths
from the route sensor deployed on the rail-tracks is also proposed. The data collected by the nodes will
be transferred using GPRS (General Pocket Radio Service) or WIMAX (Worldwide Interoperability
for Microwave Access) to the control center [3]. Data collection is a critical task in communication
and the wireless sensor, or routing feature, will be used to transmit the acquired data to the base station.
This paper also includes mobile communication technologies used to convey the data to the control
center. The system can detect track damage, such as gaps or cracks in the track, when ultrasonic
sensors are combined with an accelerometer. Image detection and other potentially dangerous items on
the rail-track are also included in this system. There is also another method for detecting rail-track
structure as an integrated portion of wireless sensor networks, known as SENSORIAL [4], which
includes many types of sensors and presents the data without using high-level programming. Wireless
sensor networks can also be used for early detection of earthquakes and security controls. The zone in
a highly seismic zone is quite challenging for railways to predict any kind of early earthquake situation
but with the help of WSNs it will alert the authority and prevent major accidents. The limitation of the
system is the nodes, if any nodes are compromised by a hacker or any hardware failure, it will lead to
sending incorrect data. To prevent this scenario, the system will detect compromised nodes, known as
Bad nodes [5].
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2.1. Communication technology
This paper describes that trains will be used as data mules and are responsible for collecting the data
generated by nodes placed on the slab track. Therefore, it is important to study the different
possibilities to communicate with the WSNs on the slab track using trains as data mules. The authors
have studied two major technologies, Radio transmitter and RFID, and a third available option is
GPRS for remote areas where data mules will not be easily accessible. The architecture must meet the
requirements of easy installation, low cost, energy efficiency, scalability, and fault tolerance. These
three technologies are widely used and are cost-effective. The reliability of the system depends on two
factors:

(i) The acceleration of the train, as the speed of the train increases, fewer data will be transferred
for communication.

(ii) Range: a longer-range result in higher communication bandwidth.

2.1.1. Zigbee 868 MHz radio module using groups. Zigbee and radio modules are the WSNs system
surveillance which is used two transmit the data. The more users in the roll-track are at a particular
distance super- vised by a system. The working of these technologies depends upon their radiation/
emission of the wave lower the separation between the nodes stronger the network. Zigbee 868 both
have their unique quality for transmitting the data [6]. The Zigbee used 2.4GHz bandwidth which will
transmit the data at a high speed while the radio mod- ule has a higher range as compared to Zigbee.
Zigbee made a connection via nodes that are monitored by a coordinate. The architecture of Zigbee is
shown in Figure 2.

2.1.2. Radio modules 868MHz with groups. This technology is also used for transmitting the data to
the data mules. In groups system, the design is like that data is passed via groups by groups or node to
node, which is monitored by a coordinator, but it may possible that there can be superimposed of a
wave can occur if there is a greater number of groups enrolled for transmission, to avoid this
superimposed position the other 868 groups should be a turnoff. So that data can be transferred easily
with-out any hindrance [7].

2.1.3. 868MHz without using groups. This is another way of transmitting the data this method is the
same as the above method but in this method, there are no groups, each node has to manage itself and
have to transfer data into visuals. As there are no coordinators to monitored other nodes also there is
no superimposed condition in this method. In this method, direct communication takes place that is
why this method is preferable above method [8].

Figure 2. Zigbee system architecture.
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2.1.4. RFID based. RFID is also a communication-based method in which radio frequency is used.
This method is a short-range method. It spilled in two ways one has to store the data and transmitting
using radio waves while the other has a function to read using WSNs transducer. This method is a
short-range method this is the reason is consuming your power and have a low cost and maintained
method. This system has a low range and cannot send continuously a large amount of data. To
improve this quality there is another method integrated along with this but after integration, the cost of
the complete system becomes more and due to over budget, this method is being blocked by the
system [9].

2.1.5. GPRS communication. This is a cellular network-based method or communication. The GPRS
used in the mobile telecommunication system. This is a packet directed mobile communication. In this
method, the Arduino will work directly, not dependent on the train to collect the data but with the help
of the GPRS device it will directly transmit the data to the internet. But require cellular connection as
well as power consumption ratio is also high so, in a remote area it will not work. So, it is not attracted
by the designer [10].

2.2. Security of WSNs
The security related problem in WSN is discussed in Table 1.

Table 1. Security related problem in WSN.

 If a sensor node is attacked and provides wrong information
then it will impact the whole network system which is known
as Byzantine problem e.g., A hacked node provides wrong data
to others node then these nodes also provide wrong data after
getting wrong input, this is kind of hierarchical problem. The
main issue is to maintain the current status of every single
sensor node depend upon the accuracy of the information
provided.

Problem

(ii) Generally, if we depend on only one source and due to any
prob- lem there will be an error on the source then all the
programs depend on that source will be wrong, so we will
reduce the dependency so that if any issue occurs then it will
not have a major impact on the results.

 Maintaining the status of each node has two reasons:
(i) if a node hacked or being attacked then it becomes a bad node

or not having a connection with other nodes or not in the range
then these types of nodes are called bad nodes, then these
nodes will send data inconsistently, its weight more often
should be decreased. Then a level will be set up for each node
if their weight of range is below the assigned point or boundary
point then we can detect that node a bad node.Solution
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3. Result and discussion
Based on research study and of our knowledge, this paper has proposed a view to monitor the health
structure of rail-tracks. From the proposed architectures based on radio transmitter has some
advantages i.e., 868 MHz radio modules they do not require any association that is why they are more
suitable for node to train communication. 2.4 GHz communication system is more reliable in short
range communications and consumed less energy as well as cost effective, so it is also prefer- able for
node-to-node communication. Once the data has been received on the train it will be sent to a database
for storing and analysing the data. Collecting the data on the train and sending to the database is
performed by Bee which is a class library of high-level python language.

4. Conclusion and future work
In this paper, we introduced a wireless sensor network using RFID as well as several methods for
transmission of data and using the train as a data mule the transfer of the data. The WSNs can be used
as several critical infrastructures to prevent them from degradation as well as to prevent it from any
miss-happening. In this paper we pro- posed many methods for transmission of data. Our focus on
railway structure as wireless devices will reduce the cost of the overall system and be used as Digital
India initiatives. When we expand this project at a level where the WSNs generates large amount of
data. This will create challenges to store and analyse the large amount of data and for storing large
amount of data if we use traditional methods and techniques then it will be costly to store. Therefore,
for storing large amount of data we should move to the new technologies such as cloud computing. It
will provide us a cheap way to store our data and easy to access from any point.
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